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As previously announced on March 21, 2023, HUB Cyber Security Ltd. (the “Company”) plans to hold an online investor event on March 28, 2023 at 10:00
a.m. EST

Registration for the event is available through the link below:

https://hubsecurity-io.zoom.us/webinar/register/4316799910948/ WN_zxCMcah2T WEK3fImZ8Dtw

In conjunction with the investor event, the Company is furnishing a copy of the slide presentation that provides supplemental information regarding the
Company’s business and strategy, which will be referenced during such event. A copy of the presentation is furnished hereto as Exhibit 99.1 and is
incorporated by reference herein.

The information in this Report on Form 6-K, including in Exhibit 99.1 attached hereto is being furnished and shall not be deemed “filed” for the purposes of
Section 18 of the Securities Exchange Act of 1934, as amended (the “Exchange Act”), or otherwise subject to the liabilities of that section, nor shall it be
deemed incorporated by reference in any filing made by the Company under the Securities Act of 1933, as amended, or the Exchange Act, except as
otherwise set forth herein or as shall be expressly set forth by specific reference in such a filing.
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Opening

The purpose of this session is o engage with our new
investors on Nasdaq post our move from the Tel Aviv Stock

Exchange and introduce our company, strategy, products
and technology.

We intend to have a contfinues and open channel of
communication and fransparency with the investment
community as our business develops and strategy unfolds.
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Confidential computing
allows data to remain
encrypted even as it’s
being processed and used

in applications . ,




The Problem Cd

Cybersecurity solutions today address data protection when in a rest
state (e.g. hard drive storage) or in communication fransit (e.g. sent by
mail or other means over the internet). Confidential information remains
totally exposed when in actual use by the applications on the
computer.

r

Protection in Use

Securing data being stored by Securing data transmitted between Protecting data by securing the processing
encrypting it before storing it or networks using end-to-end encryption or by environment while it is being used in the
encrypting the device itself using encrypted connections RAM or processor for computation

Current security models adequately mitigate risks involved with storage and transmission
of data but fail to address risks of exposing data while being processed




The Solution

HUB’s confidential computing allows data to remain encrypted even as it’s being
processed and used in applications. This provides a solution that assumes “zero
trust”, that systems have already been hacked and administrators cannot be trusted.

(8]

Protection in Use

: Securing data being stored by Securing data transmitted between Protecting data by securing the processing !
encrypting it before storing it or networks using end-to-end encryption or by environment while it is being used in the !
J encrypting the device itself using encrypted connections RAM or processor for computation

1

Emerging security models encourage the adoption of a comprehensive protection model
that mitigates risks across the data lifecycle from transmission to storage and usage, which
can be achieved through confidential computing




Market Leadership =

Leading and accelerating Confidential Computing adoption via
open collaboration between industry leaders, as members of the
Confidential Computing consortium

accontrs  GEEL  CIFMMN  focebook

Googe M (inteDd) oo

" CONFIDENTIALCOMPUTING : '
nn - @ CONSORTIUM —— &wed WA euune @
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< ";é‘; MUl cvsEc
Consortium projects
* Platforrn abstraction for * Open-source framework that * Open-source project for
Trusted Execution dllows developers to build building trusted execution
Environments (TEEs) enabling Trusted Execution Environment environments (TEE) with secure
creating and running “private, [TEE) applications using a hardware enclaves, based on
fungible, serverless” single enclaving abstraction the RISC-V architecture

applications
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Potential Market Opportunity ™

Confidential Computing represents the future of cybersecurity. The total
addressable market (TAM) is nearly $4B today and expected to reach 554
billion by 2026 at a CAGR of 95%-100%

Market is growing at approximately 2x per year,
driven by move to zero trust environments

$4B se0

Confidential
Computing TAM 550

540

330

$1 B $20

S10

/aerest Group®

Confidential Computing
Research € 2021, Everest
Global. Inc




FULL STACK PROTECTION k2

HUB Security seeks to redefine traditional cybersecurity with
scalable Confidential Computing platforms, leveraging a new zero
trust paradigm with the goal of providing security and privacy for
the most sensitive organizational applications and data

" '___'1'_;_‘_"_" B e ) ks Complete protection of the user environment assets
' Appbation | i alpitd residing on the Secure Compute Platform. Using a “digital
(::h:;:::'ﬂ, R g twin' to enforce tight controls while never exposing these
f:;-..,,umu assets to the external world

Eerision ki I Isclated hardware-based administration interface,
JovETNance = E: "
access control, user and permission management via

Internal hardware secure module and key management
services

HuB
Confidential ==
Computing

# High-performance CPUs capable of running any virtualization
environment. Accelerators that particular applications demand

# Hardened hardware and hardware-based network firewall




Business Model _

01

02

Confidential Compute Services

Annual subscription of Confidential Computing Services. Recurring revenues subscription model[with
possible one-time CAPEX charge for on-premise solutions):

Professional Services

Cyber security related services to support the Confidentfial
Computing business including:

Secunty Assessments
System Integration
Security Training
Red Teams
Penetration Testing




Our Core Solutions Cd

HUB Enterprise

Cloud and On-Premise
confidential computing
solutions. Superior cyber
defense for enterprises and
governments

Existing products

HUB Silicon

An loT cyber defense on-chip
solution (CDOC) for Home security
cameras, connected mobility,
mobile phones etc.

<

som -

Payment Security Mabile Seoerity Autometive Security T Seowdity

Under planning for 2024 commercialization




Product Porifolio H

48U Powerhouse 1U, 2U & 4U PCI Card Module HUE Silicon
Enterprise Server Enterprise For integration with Edge For loT devices
Rack Unit Server Module Computing and Distributed (Rocdmap)

Al-computing hubs




Professional Services Arm ™

HUB' Professional Services arm has a recognizable brand in the cyber
security market and is a trusted partner to many of the world's largest
companies and agencies

LOCKHEED MARTIN ; r"’ /
~F LOYDS X @B a4

HSBC

SIEMENS ABB @) soe/~ve VISA E7 ING B

And many others
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Routes to market
* Channel sales via VARs — s e Niek@  [CEEER 5‘«1- MBI
* Direct sales for the intelligence N RICL - ‘ S Bosue SIC 1 howden 3waS BANK lls.mm hibu
sensitive govemnment projects B R Tt ¥ B— @ W " —
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e

We intend to leverage these valuable clients for infroductions of our
novel Confidential Computing products




Why Nasdaq =

« We have migrated from the Tel Aviv Stock Exchange to
Nasdaq to get more exposure to the U.S. cyber analysts and

investment community

« Qur stock trading volumes already represent a massive

increase from our frading on TASE

« We target government and enterprise clients in the insurance

and banking arena — most of which are U.S. based

« We seek to provide our shareholders and potential investors
with the credibility and fransparency required of a Nasdaq
listed company to promote better access to U.S. and global

government and enterprise cyber tenders
EE




HUB IR Strategy

1. Continuous engagement with institutional and retail investors

2. Full transparency on HUB's business and future plans

3. Building company news-flow on Confidential Computing
contracts and partnerships

4, Increasing company coverage by frade and market analysts

5. Ongoing non-dedl roadshows and social engagement
building retail and institutional investor awareness to our

company and stock




Summary k2

« HUB is a frontrunner in Confidential Computing cyber defense

« Confidential Computing is a muliibillion-dollar market growing at
95%-100% CAGR

» HUB believes that it is well positioned with its technology to
potentially become a significant player in the Confidential
Computing arena

* We have the technology and the team to drive vision

« HUB has become a publicly listed company in the U.S. traded on
Nasdaq in order to attempt to leverage its advantage to grow ifs
U.S. and global business

« HUB plans to continue and host sessions such as this aimed to drive

awareness to our business within the investment community
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