
 

 
UNITED STATES

SECURITIES AND EXCHANGE COMMISSION
Washington, D.C. 20549

 
 

 
FORM 6-K

 
 

 
REPORT OF FOREIGN PRIVATE ISSUER

PURSUANT TO SECTION 13A-16 OR 15D-16
UNDER THE SECURITIES EXCHANGE ACT OF 1934

 
For the month of January 2025

 
Commission File Number: 001-41634

 
 

 
HUB Cyber Security Ltd.

(Exact Name of Registrant as Specified in Its Charter)
 

 

 
2 Kaplan Street

Tel Aviv 6473403, Israel
+972-3-924-4074

(Address of principal executive offices)
 

 

 
Indicate by check mark whether the registrant files or will file annual reports under cover of Form 20-F or Form 40-F.

 
Form 20-F  ☒        Form 40-F  ☐

 
 

 

 



 

 
CONTENTS

 
BlackSwan Acquisition
 
On January 15, 2025, Hub Cyber Security Ltd. (the “Company”) entered into an Agreement and Plan of Merger with BlackSwan Technologies, Inc., a
Delaware corporation (“BlackSwan”), pursuant to which BlackSwan will merge with and into a wholly-owned subsidiary of the Company. As a result of
the merger, BlackSwan and its subsidiaries will become subsidiaries of the Company and the stockholders of BlackSwan will be entitled to receive 36.5
million ordinary shares of the Company, subject to adjustment at closing for indebtedness and transaction expenses. Subject to the next sentence, such
shares are expected to constitute approximately 49.99% of the Company’s outstanding ordinary shares on a post-closing basis and approximately 31% of
the Company’s share capital on a fully-diluted, post-closing basis (excluding existing warrants that are significantly out-of-the-money, unvested equity
grants, and convertible notes that are expected to be repaid and not converted). Former BlackSwan stockholders who would hold 5% or more of the
Company’s outstanding shares following the closing will be issued pre-funded warrants in lieu of shares in excess of 4.99% of the Company’s outstanding
ordinary shares. The exercise of the pre-funded warrants will be limited to the extent that, upon exercise, the holder and its affiliates would hold more than
4.99% of the Company’s outstanding ordinary shares.
 
The ordinary shares to be issued in the transaction will be subject to transfer restrictions for a period of 18 months following the closing date. Specifically,
all such shares will be restricted from transfer for a period of six-months. After six months, each former BlackSwan stockholder will be entitled to transfer
up to 28% of its shares. Over the following 12 months, an additional 6% of the shares will be released from the lock-up each month. The Company did not
undertake to register any of the shares with the Securities and Exchange Commission. Instead, the Company undertook to comply with the public
information requirements that will enable the shares to be resold pursuant to Rule 144 under the Securities Act of 1933, as amended (the “Securities Act”).
The Company also agreed to cooperate with the former BlackSwan stockholders in connection with unregistered secondary sales of their shares in the
Company.
 
Ten percent of the shares will be deposited in escrow upon the closing of the transaction in order to secure certain indemnification obligations of
BlackSwan’s former stockholders. The merger is conditioned upon customary closing conditions and is expected to be consummated next week. No change
in the Company’s management or board of directors is expected to occur as a result of the merger.
  
The foregoing is a summary description of certain terms of the transaction documents and, by its nature, is not comprehensive. The transaction documents
contain customary representations, warranties and covenants that the parties made to, solely for the benefit of, each other in the context of all of the terms
and conditions of the transaction documents and in the context of the specific relationship between the parties thereto.
 
This this Report on Form 6-K contains statements which constitute forward looking statements within the meaning of the Private Securities Litigation
Reform Act of 1995 and other securities laws. These forward looking statements are based upon the Company’s present intent, beliefs or expectations, but
forward looking statements are not guaranteed to occur and may not occur for various reasons, including some reasons which are beyond the Company’s
control. For this reason, among others, you should not place undue reliance upon the Company’s forward looking statements. Except as required by law, the
Company undertakes no obligation to revise or update any forward looking statements in order to reflect any event or circumstance that may arise after the
date of this this Report on Form 6-K.
 
The information in this Report on Form 6-K, including in Exhibit 99.1 attached hereto, is being furnished and shall not be deemed “filed” for the purposes
of Section 18 of the Securities Exchange Act of 1934, as amended (the “Exchange Act”), or otherwise subject to the liabilities of that section, nor shall it be
deemed incorporated by reference in any filing made by the Company under the Securities Act, or the Exchange Act, except as otherwise set forth herein or
as shall be expressly set forth by specific reference in such a filing.
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SIGNATURES

 
Pursuant to the requirements of the Securities Exchange Act of 1934, as amended, the registrant has duly caused this report to be signed on its behalf by the
undersigned hereunto duly authorized.
 
 Hub Cyber Security Ltd.
   
Date: January 16, 2025 By: /s/ Noah Hershcoviz
  Noah Hershcoviz
  Chief Executive Officer
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99.1  Press release entitled “HUB Cyber Security Acquires BlackSwan Technologies, Delivering Unrivaled AI-Powered Secured Data Fabric

Solutions for Financial Institutions Facing Escalating Risks”, dated January 16, 2025.
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Exhibit 99.1
 
HUB Cyber Security Acquires BlackSwan Technologies, Delivering Unrivaled AI-Powered Secured Data Fabric Solutions for Financial
Institutions Facing Escalating Risks
 
Tel Aviv, Israel – January 16, 2025 – HUB Cyber Security Ltd. (NASDAQ: HUBC) (“HUB” or the “Company”), a global leader in advanced
cybersecurity and data fabric technology, today announced that it has entered into a definitive agreement to acquire BlackSwan Technologies, Inc.
(“BlackSwan”). The transaction is subject to customary closing conditions and is expected to close next week.
 
This acquisition positions HUB as the dominant player in secured data fabric solutions - a critical shield for banks and financial institutions navigating an
increasingly complex regulatory and cybersecurity landscape. The acquisition of BlackSwan Technologies represents a pivotal milestone in HUB’s strategy
to deliver cutting-edge solutions tailored to industries where security and compliance are paramount.
 
BlackSwan adds to HUB’s rich portfolio a number of existing, long-term, and ongoing contracts with well-respected, large worldwide banking institutions.
HUB will continue to implement, support, and maintain these contracts using BlackSwan’s uniquely advanced technology together with HUB’s existing
and proven delivery platform.
 
BlackSwan’s solutions are trusted by large global banks, fintech firms, blue-chip companies, financial institutions and investment funds. HUB and
BlackSwan have been collaborating for the past six months and have been working together to close new contracts in regulatory tech and other critical use
cases. With an established presence in Sri Lanka, Poland, Germany, the UK, and Israel, BlackSwan brings a diverse, global customer experience and
extensive market reach to HUB’s existing client portfolio.
 
In addition, BlackSwan’s proprietary AI-powered secured data fabric technology reduces the total cost of ownership of complex financial systems by 50%,
while ensuring compliance with stringent global regulations. Indeed, over $50M has been invested to-date in developing BlackSwan’s advanced, superior
technological solutions, further solidifying its leadership in the secured data fabric domain.
 
Integrating BlackSwan’s advanced capabilities into HUB’s portfolio creates a leading provider in the secured data fabric vertical. Together, the new
combined entity is expected to offer unparalleled solutions to industries like banking, insurance, healthcare, and big data, empowering organizations to
protect sensitive data at scale and meet evolving compliance demands. The acquisition also enables HUB to provide an ideal, robust platform safeguarding
against money laundering and other modern challenges constantly facing the global financial market.
 
This acquisition underscores HUB’s commitment to equipping financial institutions with the tools they need to address escalating regulatory pressures,
rising cyber threats, and operational inefficiencies. By integrating BlackSwan’s state-of-the-art technology into HUB’s existing cybersecurity framework,
the combined company is expected to offer enhanced compliance solutions for meeting global regulatory standards, industry-leading protection for
sensitive information, and significant reductions in operational expenses through advanced AI-driven processes.
 

 



 

 
The market opportunity for the combined operations of HUB and BlackSwan following the acquisition is believed to be worth over $500 million and is
expected to grow significantly in 2025 and 2026, driven by new customer demands and enhanced, more stringent regulatory requirements. Following the
acquisition of BlackSwan, HUB believes the combined entity will be a trailblazer in this growing market category.
 
Under the terms of the definitive agreement, the acquisition is structured as a stock-for-stock transaction, resulting in BlackSwan’s shareholders owning
approximately 31% of the combined entity on a fully diluted basis.
 
Noah Hershcoviz, CEO of HUB Cyber Security, commented:
 
“This acquisition represents a transformative step for HUB, which we believe will solidify our position as a secured data management and compliance
solutions leader. We are on track for every single item delivered moving forward towards making HUB the unparalleled top choice for cybersecurity and
data management solutions. BlackSwan’s groundbreaking technologies will enable us to deliver unmatched value to our clients, particularly in the
financial sector, where the stakes for security and compliance have never been higher.”
 
Ranan Grobman, Director at BlackSwan Technologies, added:
 
“We are thrilled to join forces with HUB Cyber Security. We believe this acquisition will enable us to scale our innovative solutions to a broader audience,
enhancing our ability to deliver mission-critical security and compliance tools across industries. Together, we believe we will not only redefine data
protection but also set a new standard in securing the digital future of our global clients.”
 
About HUB Cyber Security Ltd.
 
HUB Cyber Security Ltd (“HUB”) was established in 2017 by veterans of the elite intelligence units of the Israeli Defense Forces. The Company
specializes in advanced cybersecurity solutions that protect sensitive commercial and government information. HUB’s offerings include encrypted
computing technologies that prevent hardware-level intrusions and innovative data theft prevention solutions. Operating in over 30 countries, HUB serves a
diverse client base with its cutting-edge cybersecurity appliances and services.
 
Forward-Looking Statements
 
This press release contains forward-looking statements for purposes of the safe harbor provisions under the United States Private Securities Litigation
Reform Act of 1995, including statements regarding the anticipated benefits to HUB of the acquisition of BlackSwan, anticipated market opportunity, and
the anticipated timeline to closing the transaction. Forward-looking statements are typically identified by words such as “plan,” “believe,” “expect,”
“anticipate,” “intend,” “outlook,” “estimate,” “future,” “forecast,” “project,” “continue,” “could,” “may,” “might,” “possible,” “potential,” “predict,”
“seem,” “should,” “will,” “would” and other similar words and expressions, but the absence of these words does not mean that a statement is not forward-
looking.
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The forward-looking statements are based on the current expectations of the management of HUB Security, as applicable, and are inherently subject to
uncertainties and changes in circumstances and their potential effects and speak only as of the date of such statement. There can be no assurance that future
developments will be those that have been anticipated. These forward-looking statements involve a number of risks, uncertainties, or other assumptions that
may cause actual results or performance to be materially different from those expressed or implied by these forward-looking statements. These risks and
uncertainties include, but are not limited to, those discussed and identified in public filings made with the SEC by the HUB Security and the following: (i)
significant uncertainty regarding the adequacy of HUB Security’s liquidity and capital resources and its ability to repay its obligations as they become due;
(ii) the war between Israel and Hamas commenced in October 2023, and the expansion of hostilities to other fronts, which may harm Israel’s economy and
HUB Security’s business; (iii) expectations regarding HUB Security’s strategies and future financial performance, including its future business plans or
objectives, prospective performance and opportunities and competitors, revenues, products and services, pricing, operating expenses, market trends,
liquidity, cash flows and uses of cash, capital expenditures, and HUB Security’s ability to invest in growth initiatives and pursue acquisition opportunities;
(iv) the outcome of any legal or regulatory proceedings against HUB Security in connection with our previously announced internal investigation or
otherwise; (v) the ability to cure and meet stock exchange continued listing standards and remain listed on the Nasdaq; (vi) competition, the ability of HUB
Security to grow and manage growth profitably, maintain relationships with customers and suppliers and retain its management and key employees; (vii)
limited liquidity and trading of HUB Security’s securities; (viii) geopolitical risk, including military action and related sanctions, and changes in applicable
laws or regulations; (ix) the possibility that HUB Security may be adversely affected by other economic, business, and/or competitive factors; (i) other risks
and uncertainties set forth in the sections entitled “Risk Factors” and “Cautionary Statement Regarding Forward-Looking Statements” in HUB Security’s
Annual Report on Form 20-F/A filed on October 22, 2024. In addition, there can be no assurance that the closing conditions in the merger agreement with
BlackSwan will be satisfied in a timely basis or at all.
 
Should one or more of these risks or uncertainties materialize, or should any of the assumptions made by the management of HUB Security prove incorrect,
actual results may vary in material respects from those expressed or implied in these forward-looking statements.
 
All subsequent written and oral forward-looking statements concerning the business combination or other matters addressed in this press release and
attributable to HUB Security or any person acting on their behalf are expressly qualified in their entirety by the cautionary statements contained or referred
to in the press release. Except to the extent required by applicable law or regulation, HUB Security undertakes no obligation to update these forward-
looking statements to reflect events or circumstances after the date of this press release to reflect the occurrence of unanticipated events.
 
Investor Relations:
 
Lytham Partners
Ben Shamsian
646-829-9701
shamsian@lythampartners.com 
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